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Project motivation, scope and objectives

Medical personal data are considered sensitive. They contain evidence for several diseases, some of which are incurable or very serious or genetic data. Moreover, there is a possibility to use these data for other purposes than they were collected for, including research and statistics, that demands clear technical and regulatory rules to be followed.

The individual should be sure that he could consult a health professional in confidence. Furthermore, as computers are used on an increasing scale within a healthcare environment, greater attention needs to be given to the security of those systems.

The main objectives of the project were to:
- Examine, across the EU, the legal issues of data protection and privacy within healthcare information systems and develop a relevant code of Ethics.
- Develop a High Level Security Policy (HLSP) to enable organizations using information systems to follow a consistent path.
- Perform risk analyses surveys at a number of health care centers, in order to identify the needs for improved security.
- Develop specific guidelines for enhancing security of existing systems, development of future systems and systems using computer networks.
- Develop an encryption prototype suitable for use in healthcare environments.

The major results of the project were made available in a three-volume set of books (SEISMED Consortium, Data Security for Health Care, IOS Press, 1996).

The motto of the UoA team, for this project, was:
“Appropriate security guidance protects privacy and saves human lives”